About the Speakers

**Kara Selke, JD, CIPT, CIPP/E, FIP, CLP** is Vice President of Privacy & Data Partners for StreetLight Data, Inc., a company using location based services (LBS) data from connected cars, GPS enabled phones, and other connected devices to create transportation analytics. Kara joined StreetLight as one of its first employees, building privacy by design into the organization and securing the LBS data assets required to build the company’s core transportation analytics platform. Prior to joining StreetLight, Kara held various positions in mapping for in-vehicle navigation, geospatial privacy, licensing, and law, including as SVP of Intellectual Property & Privacy for DMTI Spatial, Inc., VP of Intelligent Mapping at Navitrak, and Manager of Emerging Markets at Navteq (acquired by Nokia, currently HERE). Kara is member of the Advisory Board at Future of Privacy Forum (FPF), an active member of the IAPP, and formerly served as Vice-Chair and Board Member of ITS Canada, Expert Delegate to ISO-TC204 and TC211, and was a founder of The Centre For Geospatial Law & Policy.

**Simon Hania**, Data Protection Officer, Uber, is based in Amsterdam and independently oversees Uber’s compliance with EU data protection laws. Simon has been a leader at the cross roads of telecommunication and information technology, business and regulatory affairs for over 15 years. Simon was previously VP Privacy & Security at TomTom, ensuring the company to globally meet the growing expectations of customers and the increasing regulatory demands with respect to privacy & security. At TomTom, Simon focused on connected, automated & autonomous vehicles and wearable technologies. By many he is considered to be a privacy & security thought leader in the space of Internet of Things, Cloud and Big Data. Simon was responsible for Technical Operations of Service Delivery, including TomTom Traffic and other location based services. Before TomTom, Simon held various positions in the telecommunications industry, the last being CTO at XS4ALL, the premier internet service provider in the Netherlands.

**Stacey Gray, CIPP/US**, is a Policy Counsel at the Future of Privacy Forum (FPF), focusing on issues of data collection in online and mobile platforms. She specializes in the privacy implications of geo-location data, transparency in online advertising, cross-device tracking, and Wi-Fi analytics, including FPF’s Mobile Location Analytics Code of Conduct program at smart-places.org, and works with industry leaders and regulators on legislative efforts related to data privacy. Stacey graduated *cum laude* from Georgetown University Law Center in 2015, where she first worked in privacy-focused civil rights litigation as a law clerk for Victor M. Glasberg & Associates. Her recent publications include “Cross-Device: Understanding the State of State Management,” “Session Replay Scripts: A Guide for Privacy Professionals,” and “Always On: Privacy Implications of Microphone-Enabled Devices.”